询价文件关键性条款

项目名称：互联网专线

**一、申请人的资格条件：**

1.满足《中华人民共和国政府采购法》第二十二条规定；

2.落实政府采购政策需满足的资格要求：无

3.本项目的特定资格要求：无

**二、项目需求一览表**

**说明：**

1、根据财库〔2019〕9号及财库〔2019〕19号文件规定，台式计算机，便携式计算机、平板式微型计算机，激光打印机，针式打印机，液晶显示器，制冷压缩机（冷水机组、水源热泵机组、溴化锂吸收式冷水机组），空调机组[多联式空调（热泵）机组（制冷量＞14000W），单元式空气调节机（制冷量＞14000W）]，专用制冷、空调设备（机房空调），镇流器（管型荧光灯镇流器），空调机[房间空气调节器、多联式空调（热泵）机组（制冷量≤14000W）、单元式空气调节机（制冷量≤14000W）]，电热水器，普通照明用双端荧光灯，电视设备[普通电视设备（电视机）]，视频设备（视频监控设备、监视器），便器（坐便器、蹲便器、小便器），水嘴均为节能产品(政府采购品目清单内标注“★”的品目)，属于政府强制采购节能产品。**若采购货物属于以上品目清单的产品时，供应商的投标货物必须使用政府强制采购的节能产品，供应商必须在投标文件中提供由国家确定的认证机构出具的处于有效期之内的节能产品认证证书复印件（加盖供应商公章），否则投标无效。**

2、报价人必须自行为其投标产品侵犯其他报价人或专利人的专利成果承担相应法律责任；同时，具有产品专利的报价人应在其投标文件中提供与其自有产品专利相关的有效证明材料，否则不能就其产品的专利在本项目投标过程中被侵权问题提出异议。

**3、本项目货物一览表中标注“▲”及“★”号的内容为实质性要求和条件，必须满足或优于，否则投标无效。**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 序号 | 服务名称 | 数量 | 单位 | 服务技术参数及功能要求 | 备注 |
| 1 | 200M互联网专线服务 | 1 | 条 | 1.服务期：1年；2.速率：上、下行不低于200Mbps；3.线路连接方式：光纤专线线路或更先进的专用专线；★4.配置公网IP共1个，与原有静态固定IP一致。5.线路技术指标：（1）线路可用率≥99.50%;（2）系统端到端的时延上限400ms，其中网络时延不超过50ms；（3）网络丢包率上限值为 1×10-3；（4）包误差率上限值为 1×10-4；6.具备自愈保护功能接入段节点业务恢复时间小于50ms。★7.专线要求必须配置一项“安全专线”服务，该服务平台须具备以下功能参数（该参数需提供投标人或其上级机构(母公司)产品能力证明材料：具有CNAS·认可的三方测试证明文件并加盖投标人公章））：**（1）投标人互联网专线提供互联网DDOS攻击流量清洗服务，可提供近源式清洗，即在靠近攻击发起方的清洗节点进行清洗，攻击流量不到达用户网络入口。无需用户改变业务流量流向。** **（2）总体防护能力超过14Tbps。** **（3）中国大陆境内具备70个清洗节点以上，在广西壮族自治区具备本地清洗节点。**  |  |
| 2 | 300M互联网专线服务 | 1 | 条 | 1.服务期：1年；2.速率：上、下行不低于300Mbps；3.线路连接方式：光纤专线线路或更先进的专用专线；★4.配置公网IP共1个，与原有静态固定IP一致。5.线路技术指标：（1）线路可用率≥99.50%;（2）系统端到端的时延上限400ms，其中网络时延不超过50ms；（3）网络丢包率上限值为 1×10-3；（4）包误差率上限值为 1×10-4；6.具备自愈保护功能接入段节点业务恢复时间小于50ms。★7.专线要求必须配置一项“安全专线”服务，该服务平台须具备以下功能参数（该参数需提供投标人或其上级机构(母公司)产品能力证明材料：具有CNAS·认可的三方测试证明文件并加盖投标人公章））：**（1）投标人互联网专线提供互联网DDOS攻击流量清洗服务，可提供近源式清洗，即在靠近攻击发起方的清洗节点进行清洗，攻击流量不到达用户网络入口。无需用户改变业务流量流向。** **（2）总体防护能力超过14Tbps。** **（3）中国大陆境内具备70个清洗节点以上，在广西壮族自治区具备本地清洗节点。**  |  |
| 3 | 互联网海外访问管控系统服务 | 1 | 项 | ★竞标供应商在提供互联网服务时，能够在服务期内为采购人提供互联网海外访问管控系统服务，须具备以下功能：（1）管控系统应具备应用识别阻断的功能，系统可根据源、目的、协议、端口组、应用/应用类别，识别到违规应用并处置，处置动作支持允许放行、阻断、记录日志等方式，同时支持指定生效时间段和生效周期。（提供系统截图并加盖供应商单位公章）（2）管控系统应具备URL过滤的功能，可设置指定的URL的过滤规则，动作支持允许放行、阻断、记录日志等方式。（提供系统截图并加盖供应商单位公章）（3）管控系统应具备文件过滤的功能，可支持指定的文件类型过滤，动作支持禁止、记录日志等方式，应用范围需支持FTP、HTTP、邮箱、网络共享，以及多种论坛、博客、网盘和网页邮箱。（提供系统截图并加盖供应商单位公章）（4）管控系统应具备内容过滤的功能，要求系统可自定义敏感关键字，用户在外发相关或访问触发关键字，即可阻止外发和记录日志。应用范围需支持FTP、HTTP、邮箱、网络共享，以及多种论坛、博客、网盘和网页邮箱。（提供系统截图并加盖供应商单位公章）（5）管控系统应具备反间谍软件的功能，要求系统内置不少于800条间谍软件特征信息，用户违规使用的处置包括记录日志、阻断、放行等。应支持邮箱、网页、FTP、网络共享等应用协议。（提供系统截图并加盖供应商单位公章）（6）管控系统具备对Flood、恶意扫描、异常包攻击、ICM管控等进行攻击防护。（提供系统截图并加盖供应商单位公章）（7）管控系统支持IP白名单的功能。加入白名单的 IP 地址，将免于文件过滤、内容过滤、邮件过滤、防间谍软件等功能的检测。（提供系统截图并加盖供应商单位公章）（8）管控系统支持IP黑名单的功能。添加到IP黑名单的地址，将无法访问网络。（提供系统截图并加盖供应商单位公章）（9）管控系统具备用户访问加入白名单的域名时，将免于反病毒、漏洞防护、防间谍软件、威胁情报等功能的检测。（提供系统截图并加盖供应商单位公章）（10）管控系统具备用户访问加入黑名单的域名时，直接拒绝流量通过。（提供系统截图并加盖供应商单位公章）（11）管控系统具备内置双应用不少于5000和3600款常用应用特征，且进行应用类别划分，内置不少于35款常用加密隧道VPN应用特征。（提供系统截图并加盖供应商单位公章）（12）管控系统应内置URL分类，内置常用翻墙网站、非法行为、低俗行为的URL信息。（提供系统截图并加盖供应商单位公章）（13）管控系统应内置不少于6000条的漏洞特征库，包括但不限于WEB服务、数据库服务、FTP服务、邮件服务等漏洞防护特征库。（提供系统截图并加盖供应商单位公章）（14）管控系统内置不少于800条间谍软件特征信息，包括但不限于木马后门、病毒蠕虫、僵尸网络等。（提供系统截图并加盖供应商单位公章） |  |

注：1、竞标供应商应提供上述相关证明材料并加盖单位公章。若供应商为分支机构，使用上级机构或母公司相关资质（人员资质、认证证书、产品报告等）的，须提供相关授权或许可证明文件。2、能够响应带★参数且提供相关证明材料的供应商将优先确定为成交供应商。

## **附件2：响应文件格式**

### 1.资质文件

**授权委托书（模版）**

致：广西壮族自治区北部湾港口管理局钦州分局

我 系 的法定代表人/负责人，现授权委托本单位在职职工 以我方的名义参加广西壮族自治区北部湾港口管理局钦州分局互联网专线及安全服务项目的磋商活动，并代表我方全权办理针对上述项目的磋商、签约等具体事务和签署相关文件。

我方对被授权人的签名事项负全部责任。

在撤销授权的书面通知以前，本授权书一直有效。被授权人在授权书有效期内签署的所有文件不因授权的撤销而失效。

被授权人无转委托权，特此委托。

被授权人身份证号码：

附：委托代理人身份证(正反面)

竞标供应商（盖章）：

法定代表人/负责人签名：

日期： 年 月 日

### 2.**商务报价文件**

**报价函**

致：广西壮族自治区北部湾港口管理局钦州分局

我公司为**广西壮族自治区北部湾港口管理局钦州分局宽带租赁项目**提供服务，我方的总报价为¥ 元，大写 人民币 元整 ，详见报价汇总表及分项报价汇总表，本报价已经包含了维护设备、劳务、管理、交通、食宿、维护、保险、利润、税金、政策性文件规定及合同包含的所有风险、责任等各项应有的费用，并承诺固定不变。

在报价书的有效期内，即在合同结束之前，我方有义务遵守我方的报价函。

承诺现场工作人员满足项目需要，因现场进度要求增加工作人员，将无条件增加人员满足现场需要，在签订合同时明确本项目工作人员名单。

竞标供应商：

法定代表人或授权委托人（签字或盖章）：

日期： 年 月 日

**报价汇总表**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 序号 | 项目名称 | 单位 | 数量 | 单价（元） | 合计（元） |
| 1 | 宽带租赁 | 项 | 1 |  |  |
|  | 总计 |  |  |  |  |

总报价： 元整（大写： 元整）

供应商（盖章）：

法定代表人或授权委托人（签字或盖章）：

日 期： 年 月 日