## 技术参数

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **序号** | **产品** | **产品名称** | **型号** | **产品描述** | **授权终端数量** | **授权期** | **单价（元）** | **总计（元）** |
| 1 | 杀毒软件PC版 | 亚信安全防毒墙网络版软件 | OSCE v16 客户机版 | 防病毒软件（客户机版）解决方案。抵御病毒、间谍软件、网络钓鱼和其它灰色软件的攻击。同时提供集中的管理、监控、更新和部署等功能，并具备主机防火墙、爆发阻止、Web站点信誉服务、预测机器学习、行为监控、勒索病毒防护等能力。提供500个点授权一年续保服务，提供原厂售后服务承诺书，加盖厂家公章;。 | 500 | 1年 | 32600 | 32600 |
| 2 | DS | 亚信安全云主机深度安全防护系统应用软件 Deep Security V20.0 | DS 20.0 | 有代理客户端防病毒模块：具备防病毒保护, Web 信誉度检测功能； 有代理客户端深度包检测模块：具备入侵检测、虚拟补丁、防火墙功能；供服务器、虚拟机、私有云、公有云的统一安全防护，实现集中的管理、监控、更新和部署等能力，集中管理客户端防病毒、入侵检测、虚拟补丁、防火墙、Web信誉、资产管理、日志审计等功能 ，帮助实现企业混合云、跨云的安全管理；日志审计可集中服务器日志，并对日志进行智能分析、依据系统事件与配置规则比对报警，须有代理部署；1、提供亚信安全云主机深度安全防护系统应用软件 DeepSecurity V20.0一年续保服务，含安全防护系统管理平台授权10个服务器客户端授权，2、提供服务器、虚拟机、私有云、公有云的统一安全防护，实现集中的管理、监控、更新和部署等能力，集中管理客户端防病毒、入侵检测、虚拟补丁、防火墙、Web信誉、日志审计等功能帮助实现医院混合云、跨云的安全管理;3、提供原厂售后服务承诺书，加盖厂家公章; | 10 | 1年 | 51740 | 51740 |
| 3 | TDA | 亚信安全信桅高级威胁监测系统 V6.5 | TDA 2300 | 恶意行为检测: 对威胁流量与协议异常检测 ，如零日攻击、网络蠕虫、木马、后门、僵尸、间谍软件、网络漏洞、网页威胁（网页漏洞、跨网站攻击）、钓鱼邮件、暴力攻击、数据库注入攻击等恶意文件检测: 在网络层对文件进行还原与检测，能够侦测各种文件型病毒，如木马、僵尸、后门、蠕虫等威胁分析及联动验伤: 提供主机威胁回溯调查的自动验伤功能，支持威胁类型包括勒索病毒、木马病毒、恶意代码、僵尸网络、钓鱼网站、渗透工具、挖矿网址、挖矿病毒、带毒邮件攻击等；1、一年续费服务，包含软件升级、特征库更新、售后服务;2、提供原厂售后服务承诺书，加盖厂家公章; | 1 | 1年 | 55660 | 55660 |
| 合计： | 140000.00 |