**采购需求一览表**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **项号** | **货物名称** | **数量** | **技术参数要求** | 分项预算合价（元） |
| 1 | 360终端安全管理系统软件V10.0 | 1套 | 1、支持多种终端管理策略，包括分组策略、平台策略以及约束策略等；分组策略支持为分组内所有客户端统一配置策略，当客户端进入这个分组内且没有配置其他策略时将执行此分组策略；平台策略支持按照终端操作系统的不同设置相应的策略；约束策略支持在超级管理员设置策略时，可锁定子分组策略防止被其他普通管理员修改。  2、支持多种终端管理方式，包括终端密码管理、分组管理、消息推送以及升级管理等；终端密码管理支持终端防卸载、防退出密码设置；分组管理支持IP段自动分组，当客户端首次连接到系统后，会自动进入到符合IP规则的分组中；消息推送支持从服务端对全网终端或指定终端进行消息推送，消息推送支持设置有效期，发布时间可选择立即生效、开机显示或定期推送；升级管理支持从服务端给客户端下发程序升级命令，支持灰度升级控制，允许选择部分分组的客户端先升级。  3、提供多引擎查杀矩阵，包括云查杀引擎、大数据特征引擎、自学习智能引擎以及脚本引擎，客户端支持以图形化方式展示各个引擎的信息。  4、管理员可配置客户端的云查询引擎的模式，如直接连接到公有云查询、通过代理服务器连接到公有云查询，可以选择关闭云查询服务；终端用户可根据终端硬件配置情况以及查杀需求搭配不同的引擎组合；在保持云查杀引擎强制开启不可修改的同时，终端用户可单独启用或关闭其他引擎的病毒查杀及实时防护功能，通过引擎图标的显示状态直观展示引擎是否被启用，以此实现灵活的多引擎组合查杀效果。  5、支持在服务端对客户端下发多种扫描指令，包括快速扫描、全盘扫描、强力扫描等；快速扫描支持快速对客户端系统设置、常用软件、内存活跃程序、开机启动项以及系统关键位置进行扫描；全盘扫描支持对客户端全部路径进行文件扫描；强力扫描能够在执行快速扫描、全盘扫描或自定义扫描时，强制扫描客户端所有文件包含白名单。  6、★客户端提供宏病毒专项扫描功能，终端用户可对客户端执行宏病毒扫描，发现是否存在宏病毒。  7、★清除木马时，能一并将木马关联的文件检测出来，降低木马重复感染几率，提高查杀效果。  8、客户端支持漏洞扫描，对扫描出的操作系统漏洞、Microsoft Office软件漏洞能执行一键修复，可以忽略指定补丁。  客户端可查看已安装的补丁、已忽略的补丁，可按照KB号卸载指定补丁；终端用户可清理补丁安装包，减少对磁盘空间的占用。  9、服务端可查看已停服系统（Windows XP、Windows 7、Windows Server 2003以及Windows Server 2008）的终端数，并能查看关联的终端详情，每类停服系统能给出处理建议。  10、可记录终端硬件信息，包括CPU型号、内存大小、硬盘、主板、显卡、网卡、声卡、显示器信息以及SN码，支持导出硬件信息；可显示终端上次关机时间、本次开机时间。可记录客户端的硬件变更信息，包括变更类型、变更项目、原配置、新配置以及变更时间，可导出终端硬件变更日志。管理员可查看客户端软件安装信息。可要求客户端登记资产类型、资产用途、归属部门、使用人、手机、邮箱等信息，可设置登记项是否必填、是否显示。  11、★支持基于机器学习的程序识别方法，通过对海量样本进行分析，得到识别恶意程序的模型，发现程序内在规律，对未发生的恶意程序进行预防。  12、★支持与现有交换机实现联动，进行综合防护。  13、实现国产化终端和Windows终端的统一管理，统一策略。  14、★包含90个Windows和10个国产操作系统PC端授权； 2个Windows Server端授权 | 8800 |
| 分项最高限价  合计（元） | | | 8800.00 | |
| 商务条款 | 一、合同签订日期：采购结果公告后15个工作日内。  二、交货期：自合同签订之日起 10个工作日内。  三、交货地点： 南宁中心血站指定地点  四、交货方式：现场交货  五、其他要求：  1、报价为采购人指定地点的现场交货价，包括：  （1）软件的价格；  （2）安装、调试、培训、技术支持、售后服务等费用；  （3）必要的保险费用和各项税费等。  2、付款方式：本项目无预付款，供应商交货安装调试完毕、验收合格并收到成交供应商开具的对应金额的增值税普通发票后，一次性支付合同款。 | | | |